**Лабораторна робота №1**

**Тема:** Простий протокол Е-голосування

**Мета:** Дослідити протокол простого Е-голосування

**Теоретичні відомості:**

Протокол – це порядок дій між двома або більше сторонами, що призначений для вирішення конкретних задач. Протокол виконується від початку до кінця в конкретній послідовності, кожна дія виконується лише після закінчення попередньої. Для його реалізації потрібно мінімум дві людини і реалізація протоколу повинна закінчуватися певними результатами. Кожен учасник протоколу повинен знати послідовність його дій, не порушувати порядок дій. Протокол повинен бути складений таким чином, щоб не було можливості його неправильно зрозуміти та передбачати дії на всі ситуації, що можуть виникнути під час його реалізації.

Криптографічний протокол – це протокол, що використовує криптографію, що містить в собі собою деякий криптографічний алгоритм. Учасники протоколу можуть захотіти поділитися секретом друг з другом, разом згенерувати випадкову послідовність символів, підтвердити справжність друг другу, підписати контракт в один і той же час. Сенс застосування криптографії у протоколах – недопустити чи виявити шахрайство або зраду. Головне правило таких протоколів – неможливо зробичи чи дізнатися більше ніж визначено в протоколі.

Криптографічні протоколи електронного голосування – протоколи обміну даними для реалізації безпечного таємного електронного голосування через інтернет за допомогою ЕОМ. Цей напрямок криптографії досі активно розвивається, але вже був випробуваний на практиці у безлічі країн, таких як Великобританя, США, Австралія, Австрія, Бельгія, Канада, Франція, Іспанія, Ектонія та інші. Для впевненості в правильності, надійності та конфіденційності таких виборів використовують протоколи з доказаною захищеністю, які опираються на перевірені криптографічні системи шифрування та ЕЦП.

Учасники безпечно обмінюватися своїми повідомленнями можуть лише зашифрувавши свої повідомлення. Для цього учасники спочатку повинні обрати систему шифрування та обрати ключі. Після чого учасники шифрують свої повідомлення, відправляють їх один одному та після отримання розшифровують.

Для підтвердження справжності документу чи погодження з ним використовуються електронні підписи. Вона забезпечує такі властивості: підпис достовірний, підпис непідробний, підпис не може бути використаний повторно, підписаний документ не можна змінити, від підпису неможливо відмовитися. Однак жодне з цих тверджень не є справедливим, оскільки підписи можуть бути скопійовані та документ може бути змінений вже після підписання.

RSA – криптографічний алгоритм з відкритим ключем, заснований на складності обрахування задачі факторизації великих чисел. Даний алгоритм може застосовуватися як для шифрування, так і для цифрового підпису.

Алгоритм роботи ЕЦП RSA:

1. Згенерувати ключі
2. Формування ЕЦП:
   1. Сформувати повідомлення
   2. Захешувати текст
   3. Сформувати ЕЦП за допомогою закритого ключа
   4. Відправити текст з ЕЦП отримувачу
3. Перевірка ЕЦП
   1. Захешувати отриманий текст
   2. Отримати хеш з ЕЦП
   3. Порівняти два хеша (повинні бути рівні один другому)

Процедура генерації ключів:

* Обираємо прості числа *p* та *q*.
* Обраховуємо модуль: ![](data:image/x-wmf;base64,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)
* Обраховуємо функцію Ейлера: ![](data:image/x-wmf;base64,183GmgAAAAAAAKALAAIBCQAAAACwVwEACQAAA0UBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCAAKgCxIAAAAmBg8AGgD/////AAAQAAAAwP///8b///9gCwAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///9jsGQC+IKp2QAAAAAQAAAAtAQAACAAAADIKYAHSCgEAAAApeQgAAAAyCmABMAoBAAAAMXkIAAAAMgpgAZwHAQAAACh5CAAAADIKYAFMBgEAAAApeQgAAAAyCmABqgUBAAAAMXkIAAAAMgpgAeYCAQAAACh5HAAAAPsCgP4AAAAAAACQAQAAAAIEAgAQU3ltYm9sAPsAAAoA0BBQAP7////Y7BkAviCqdkAAAAAEAAAALQEBAAQAAADwAQAACAAAADIKYAE6CQEAAAAteQgAAAAyCmABBgcBAAAA13kIAAAAMgpgAbQEAQAAAC15CAAAADIKYAG0AQEAAAA9eRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////2OwZAL4gqnZAAAAABAAAAC0BAAAEAAAA8AEBAAgAAAAyCmABJggBAAAAcXkIAAAAMgpgAaADAQAAAHB5CAAAADIKYAE6AAEAAABteQoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAMwBAgIiU3lzdGVtAFPFAYoKAAAKAIQPZlOED2ZTxQGKCmjuGQAEAAAALQEBAAQAAADwAQAAAwAAAAAA)
* Обираємо число *d*, яке має бути взаємно простим з m.
* Обираємо число e так, щоб ![](data:image/x-wmf;base64,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) дорівнював 1.
* Числа *e* та *d* є ключами RSA.
* Пара ключів *(e, n)* – відкритий ключ, *(d, n)* – закритий ключ.

Алгоритм цифрового підпису починається з попереднього хешування повідомлення. Для обрахунку хеш-образу повідомлення використовується спрощена хеш-функція квадратичної згортки:

![](data:image/x-wmf;base64,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),

де *Н0=0*, *Мі* – номер букви в алфавіті, *n* – частина закритого ключа.

Для формування ЕЦП використовується закритий ключ *(d, n)* та хеш повідомлення *Н*. Формула для формування ЕЦП:

![](data:image/x-wmf;base64,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)

Для перевірки ЕЦП використовується відкритий ключ *(e, n)*, ЕЦП та хеш повідомлення. Формула для отримання хешу з ЕЦП:

![](data:image/x-wmf;base64,183GmgAAAAAAAMALYAIACQAAAACxVwEACQAAA4MBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYALACxIAAAAmBg8AGgD/////AAAQAAAAwP///7f///+ACwAAFwIAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///9jsGQC+IKp2QAAAAAQAAAAtAQAACAAAADIKoAHGCgEAAABuABwAAAD7AoD+AAAAAAAAkAEBAADMBAIAEFRpbWVzIE5ldyBSb21hbgD+////2OwZAL4gqnZAAAAABAAAAC0BAQAEAAAA8AEAAAkAAAAyCqABygMDAAAAxdbPABwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////2OwZAL4gqnZAAAAABAAAAC0BAAAEAAAA8AEBAAgAAAAyCqABRgABAAAASAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///9jsGQC+IKp2QAAAAAQAAAAtAQEABAAAAPABAAAIAAAAMgr0ABcHAQAAAGUACAAAADIKAAKGAQEAAABjABwAAAD7AoD+AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////2OwZAL4gqnZAAAAABAAAAC0BAAAEAAAA8AEBAAkAAAAyCqAB5AcDAAAAbW9kABwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAB7AAAKADgYTQD+////2OwZAL4gqnZAAAAABAAAAC0BAQAEAAAA8AEAAAgAAAAyCqABhgIBAAAAPdYKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQBGxQGKCgAACgC4B2ZGuAdmRsUBigpo7hkABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)

Для перевірки порівнюємо значення *Н* та *Нс*.

Шифри гамування є досить ефективнішими з точки зору стійкості і швидкості перетворення (шифрування та дешифрування). Для шифрування та розшифрування використовуються елементарні арифметичні операції. Відкрите чи закрите повідомлення і гамма, представлені у числовому вигляді, додаються одне до одного по модулю, тобто результатом даної операції є залишок від ділення доданих чисел поділений на модуль. Дані шифри можуть використовувати додавання по модулю 2, так і додавання по модулю N, серед яких модуль 2 є дуже зручним для програмно-апаратних реалізацій шифрування. Якщо ж за модуль взято 2, то шифрування перетворюється у операцію XOR:

|  |  |  |
| --- | --- | --- |
| ⊕ | 0 | 1 |
| 0 | 0 | 1 |
| 1 | 1 | 0 |

Таким чином при даному способі шифрування символи та гамма зображуються у двійковому вигляді, після чого кожна пара двійкових розрядів додається по модулю 2. Процедури шифрування та дешифрування розраховується наступними формулами:

![](data:image/x-wmf;base64,183GmgAAAAAAAAAIQAIBCQAAAABQVAEACQAAAx0BAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIACBIAAAAmBg8AGgD/////AAAQAAAAwP///6b////ABwAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///4DsGQC+IKp2QAAAAAQAAAAtAQAACAAAADIK4AFzBwEAAABpAAgAAAAyCuABFQQBAAAAaQAIAAAAMgrgATsBAQAAAGkAHAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7///+A7BkAviCqdkAAAAAEAAAALQEBAAQAAADwAQAACAAAADIKgAFUBgEAAABLcAgAAAAyCoABXAMBAAAAUAAIAAAAMgqAAS4AAQAAAENcHAAAAPsCgP4AAAAAAACQAQAAAAIEAgAQU3ltYm9sAMAAAAoAoEl5AP7///+A7BkAviCqdkAAAAAEAAAALQEAAAQAAADwAQEACAAAADIKgAHUBAEAAADFAAgAAAAyCoABGAIBAAAAPQAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAADMAQICIlN5c3RlbQBHxQGKCgAACgA0DWZHNA1mR8UBigoQ7hkABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==) та ![](data:image/x-wmf;base64,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)

Використання комп’ютерних виборів можливе лише тоді, коли з’явиться протокол, який одночасно забезпечує безпеку від шахрайства і захищає таємницю особистості. Ідеальний протокол повинен щонайменше відповідати наступним властивостям:

* (1) Голосувати можуть лише ті, хто має на це право.
* (2) Кожен може голосувати не більше одного разу.
* (3) Ніхто не може дізнатися за кого проголосував конкретний виборець.
* (4) Ніхто не може проголосувати замість іншого.
* (5) Ніхто не може таємно змінити чийсь голос.
* (6) Кожен виборець може перевірити, що його голос враховується при підведенні кінцевих результатів.

Розглянемо мінімальний протокол електронного голосування:

* Кожен виборець шифрує свій бюлетень ключем Центральної виборчої комісії (ЦВК).
* Кожен виборець посилає свій бюлетень в ЦВК.
* ЦВК розшифровує бюлетені, робить висновки та публікує результати голосування.

Даний протокол має безліч проблем, наприклад ЦВК не може дізнатися звідки отримані бюлетені, чи належить надіслані бюлетені виборцям, що мають право голосувати. Окрім цього невідомо скільки разів голосував кожен виборець. Однак в нього є і позитивні сторони – неможливість зміни бюлетеня іншої особи, але в той же час виникає питання навіщо його змінювати, якщо кожен може голосувати безліч разів.

**Розглянемо простий протокол:**

* Кожен виборець підписує свій бюлетень своїм ключем.
* Кожен виборець шифрує свій бюлетень ключом ЦВК.
* Кожен виборець надсилає свій бюлетень до ЦВК.
* ЦВК розшифровує бюлетені, перевіряє підписи, підводить висновки та публікує результати голосування.

Даний протокол володіє властивостями (1) та (2). Кожен бюлетень підписаний закритим ключем виборця, тому ЦВК знає, хто голосував та як голосував даний виборець. Якщо надходить неправильно підписаний, не підписаний чи повторний бюлетень, то він ігнорується. Окрім цього, завдяки цифровому підпису ніхто не зможе змінити бюлетень, навіть якщо він буде перехоплений.

Проблемою даного протоколу є те, що підпис добавляється до бюлетеня і відповідно ЦВК знає хто за кого проголосував. Використання відкритого ключа заважає зовнішнім зловмисникам зловживати протоколом та дізнаватися хто за кого голосував, але виборцям доводиться повністю довіряти ЦВК.

**Завдання:**

Змоделювати простий протокол Е-голосування будь-якою мовою програмування. Для кодування повідомлень використовувати метод гамування, для реалізації ЕЦП використовувати алгоритм RSA.

Умови: В процесі голосування повинні приймати участь не менше 2 кандидатів та не менше 8 виборців. Повинні бути реалізовані сценарії поведінки на випадок порушення протоколу (виборець не проголосував, проголосував неправильно, виборець не має права голосувати, виборець хоче проголосувати повторно, виборець хоче проголосувати замість іншого виборця та інші).

На основі змодельованого протоколу провести його дослідження:

1. Перевірити чи можуть голосувати ті, хто не має на це права.
2. Перевірити чи може виборець голосувати кілька разів.
3. Чи може хтось (інший виборець, ЦВК, стороння людина) дізнатися за кого проголосували інші виборці?
4. Перевірити чи може інший виборець чи стороння людина проголосувати замість іншого зареєстрованого виборця.
5. Чи може хтось (інший виборець, ЦВК, стороння людина) таємно змінити голос в бюлетені?
6. Чи може виборець перевірити, що його голос врахований при підведенні кінцевих результатів?

**Контрольні запитання:**

1. Що таке криптографічні протоколи електронного голосування?
2. Опишіть мінімальний протокол електронного голосування.
3. Які переваги та недоліки має мінімальний протокол електронного голосування?
4. Що являється ідеальним протоколом електронного голосування?
5. Опишіть простий протокол електронного голосування.
6. Які переваги та недоліки має простий протокол електронного голосування?
7. Що таке ЕЦП, для чого вони використовуються? Опишіть алгоритм ЕЦП RSA.
8. Які види шифрування можуть застосовуватися у криптографічних протоколах електронного голосування? Опишіть алгоритм гамування.